Every year KLAS™ gathers data from thousands of healthcare professionals and clinicians on software, services and medical equipment to create reports, trends and statistical overviews. In the 2019: Best in KLAS: Software and Services report, KLAS named Merge Cardio™ as Best in KLAS for Cardiology for the sixth year in a row.

Find out what our customers had to say about Merge Cardio.

**Functionality and Care Coordination**

“Merge Cardio provides more value because we can easily see cardiac images and results in one location including the ability to pull in priors before Merge Cardio was installed. This allows us to easily compare images and provide better continuing care, which is very important to our doctors.” Analyst/Coordinator, July 2018

**Vendor Partner**

“Watson Health’s team is very strong, their people understand cardiology and hemodynamics. Watson Health is very helpful and has great support; they’ve been a really good partner.” Director, Aug. 2018

**ROI and Physician Satisfaction**

“We are definitely getting our money’s worth with our Merge products. We’re able to consolidate processing stations and imaging systems that we had at disparate locations, bringing everything under one platform. Our doctors are reading efficiently from remote locations, which helps with physician satisfaction.” Manager, May 2018
# How Merge Cardio stacks up against the competition

<table>
<thead>
<tr>
<th>Overall Score</th>
<th>Cardiology Average</th>
<th>Software Average</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Watson Health Imaging</td>
<td>79.1</td>
<td></td>
</tr>
<tr>
<td>2. Fujifilm Synapse Cardiovascular</td>
<td>78.7</td>
<td></td>
</tr>
<tr>
<td>3. Philips Xcelera</td>
<td>78.4</td>
<td></td>
</tr>
<tr>
<td>4. Change Healthcare McKesson Cardiology</td>
<td>74.1</td>
<td></td>
</tr>
<tr>
<td>5. LUMEDX Apollo Advance</td>
<td>73.4</td>
<td></td>
</tr>
<tr>
<td>6. Siemens syngo Dynamics</td>
<td>70.0</td>
<td></td>
</tr>
</tbody>
</table>

At Watson Health, we offer a powerful combination of resources, expertise, technology and vision to help your cardiology department thrive. To learn more about our solutions, visit [merge.com/cardiology](http://merge.com/cardiology).
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Statement of Good Security Practices: IT system security involves protecting systems and information through prevention, detection and response to improper access from within and outside your enterprise. Improper access can result in information being altered, destroyed, misappropriated or misused or can result in damage to or misuse of your systems, including for use in attacks on others. No IT system or product should be considered completely secure and no single product, service or security measure can be completely effective in preventing improper use or access. IBM systems, products and services are designed to be part of a lawful, comprehensive security approach, which will necessarily involve additional operational procedures, and may require other systems, products or services to be most effective. IBM does not warrant that any systems, product or services are immune from, or will make your enterprise immune from, the malicious or illegal conduct of any party.
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